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FROM THE EDITOR:

This issue contams a follow-up to an earher
article published in the June 2002 issue on the im-
pact of rechnology on search and seizure law. Ma-
jor Desmond provides interesting insigh to the
future of search and serzure law in light of facial
recognition and video survetllance technology.
Also featured are two very msteucnve articles: the
first, a question-and-answer article on sureties for
Contract Law Chiefs from Major Henderson and
the second, a perspective on handling houschold
goods claims from a senior paralegal at JACC Mas-
ter Sergeant Berryhill. For a bit of fun and enlight-
ment, have a look at the FYT article co-written by
professional adversaries and confirmed friends Ma-
jors Hartsell and Flood.
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“Virginia Beach is the second city in the nation to approve use of face-recognition
technology after the September 11 attacks shifted support toward the security meas-
ure. The Virginia City Council Tuesday in a 9-1 vote approved a technology called
Facelt that allows police to match the image of a person’s face stored on a database
with an image captured by cameras scanning crowds in public places.’

The Justice Department today announced that it was awarding $2.15 million in
grants for the development of new highly advanced gun detectors that would permit
the police to spot people carrying concealed weapons on the street or inside
stores.....Once in use, however, the new gun detectors are expected to raise novel
constitutional questions about police searches for which there exists no exact prece-

dent. "

Being watched while we bank, when we shop,
and even when we work is considered common-
place. For the sake of security, we tolerate being
screened or searched for weapons before board-
ing an airplane, entering a courthouse, or visiting
a school or other public building. But what if the
video image of you strolling down the street, us-
Ing mass transit or entering a public building was
digitally matched against a database of wanted
felons, sexual predators or known terrorists?
What if the police could use a device to conduct
the functional equivalent of a strip search on an
unsuspecting citizen from a distance of up to 60
feet away?

Such technology raises the most fundamental
of constitutional concerns. Have your reasonable
expectations of privacy been violated through the
use of video surveillance and facial recognition
technology? A device that can see through cloth-
ing begs the question of whether it would be con-
sidered a “‘search” under the Fourth Amendment.
If so, have you been “unreasonably” searched?

This article, the second of two parts, explores
the constitutionality of governmental use of facial
recognition software and concealed weapon de-
tectors.” First, the capabilities of facial recogni-
tion software and concealed weapons detectors
will be described. Next, the article will examine
these devices in light of the Karz* test to deter-
mine whether their use constitutes a search under
the Fourth Amendment. The article also explores
the constitutional framework by which courts
could consider the admissibility of the evidence
revealed by the devices.

Biometric facial recognition involves the use
of a highly automated computerized process to
measure angles and distances between geometric
points on the face — eye corners, the nostrils, the
ends of the mouth — to identify an individual.
The facial images recorded by the camera are
compared to photographs in stored databases,
which could include individuals who are wanted
felons, sexual predators, and missing children.*
Presumably, if a match were made, a law enforce-
ment officer would visually compare the face



scanned with the photograph in the database.®
Provided the officer’s personal scan verifies an
accurate match, the officer now has reasonable
suspicion that the person is a wanted criminal or
missing child and may conduct a temporary stop.’
Facial recognition technology is not likely to
be used presently by video surveil-
lance implemented pursuant to a
"search" warrant. Normally, when
law enforcement officers obtain such a
warrant, they are aware of the identity
of those likely to be under surveil-
lance. There are other times when the
use of facial recognition technology
would be of possible benefit when
used pursuant to a "search" warrant,
such as when all of the suspects have
not been identified. The question of whether fa-
cial recognition technology constitutes a Fourth
Amendment "search” is more likely to come up
when it is part of a law enforcement video sur-
veillance system used to monitor public areas
such as airport terminals, border entry points, and
housing projects. Since video surveillance with
facial recognition capabilities is a fairly new tech-
nological advancement, courts have yet deter-
mined the legality of its use.

The test identified in Karz v. United States® for
determining a lawful search under the Fourth
Amendment consists of two parts. First, a subjec-
tive expectation of privacy must be held by the
mdividual and second, this privacy interest must
be objectively recognized by society.” While in
public, most people generally expect to be ob-
served by others to a certain extent. Individuals
are aware that they are often being monitored or
videotaped while in public, whether they are go-
ing to a convenience store or are in the office
building in which they work. In private, particu-
larly in the home, there is normally a much more
reasonable expectation of privacy.

This lack of reasonable expectation of privacy
in the realm of public video surveillance can be
based upon the plain view doctrine established by
the Supreme Court one year after Katz in Harris
v. United States." The Court stated, “it has long
been settled that objects falling in the plain view
of an officer who has the right to be in the posi-
tion to have that view are subject to seizure and

S

may be introduced in evidence."" Harris’ plain
view doctrine has often been used to determine
that video surveillance of most public areas does
not constitute an unreasonable search under the
Fourth Amendment.'” Public video surveillance
equates to activity falling within plain view of an
officer since such surveillance
cameras have been deemed the
equivalent of robotic police offi-
cers.” The video surveillance
does not capture any activity
that a human police officer
could not have seen with his
eyes had he been in the public
area where the activity was tak-
ing place.

m——
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There are a number of weapon detectors under
development and they vary in the type of infor-
mation they reveal, and the situations in which
they would be used. One type is Millimetrix’s
“Millivision.” Millivision uses passive millime-
ter wave technology to produce an image of all
objects found underneath one’s clothes and in
one’s pockets, purses, and briefcases." The pas-
sive millimeter wave version of the detector has a
range of approximately fifty feet, while the radar
version can be used from ninety feet away."” The
millimeter wave version works by registering the
electromagnetic radiation of human flesh, which
is very high, and comparing it with that emitted
by all other objects on one’s person, which is
comparatively low."" A ten-inch long lens at-
tached to the device transforms these wave im-
ages into electrical signals, which are then proc-
essed into a video image.” A gun, or any other
object found underneath one’s clothes, appears as
a dark shadow against a bright outline of the
body." An operator must determine whether the
image is that of a gun or other contraband, or an
innocent object."”

Millitech is aware of the privacy concerns cre-
ated by technology that can “see” through cloth-
ing.* The device has a wide variety of law en-
forcement applications. Millitech has labeled po-
lice remote “frisking™ of individuals for con-



cealed weapons as a priority application” of Mil-
livision.” Applying the Katz analysis to Millivi-
sion, a court must determine if an individual is
attempting to conceal certain items from public
observation. This expectation of privacy is simi-
lar to the privacy interest the Supreme Court has
recognized in the conduct of a conversation in a
telephone booth,” or placement of personal items
in a container.” Thus, a court is likely to con-
clude that an individual has a reasonable expecta-
tion of privacy in items worn underneath cloth-
ing.

The second inquiry under Katz is whether the
individual’s expectation of privacy is one that so-
ciety is prepared to recognize as reasonable.* In
determining the reasonableness of an intrusion,
courts will look at a number of factors. One such
factor is the extent to which the technology
threatens the safety or health of the individual *
Millivision does not threaten health or safety be-
cause it does not expose the individual to any out-
side radiation, but rather measures the radiation
that is naturally emitted by the individual’s
body.* “Another factor is the extent of the intru-
sion upon the individual’s ...interests in personal
privacy and bodily integrity.”” A Millivision
analysis would suggest that scanning an individ-
ual with the passive millimeter wave imager, to
expose what an individual is carrying underneath
his clothing, greatly damages an individual’s
sense of personal privacy and security.

The next part of the analysis includes weigh-
ing the above factors against the interest of the
community in conducting police procedure and
obtaining evidence.* Although the community
has a great interest in the protection of its citizens
and law enforcement officials, its interest must
yield to the greater interest in protecting an indi-
vidual’s right to privacy.” Therefore, a court is
likely to find Millivision’s intrusion into individ-
ual privacy rights sufficient to trigger Fourth
Amendment protections.

The concept of government officials acting on
goals extending beyond criminal prosecution
evolved into the doctrine of “special needs.”

Courts have permitted the use of magnetometers

under a “special governmental needs” doctrine to
prevent and deter hijacking.” The “special
needs” doctrine was used by the United States
Supreme Court in New Jersey v. T.L.O." to enable
schoolteachers to search student’s purses with
neither a warrant nor probable cause.” The
school officials’ need to “maintain order in the
schools™ allowed the intrusion to be judged sim-
ply on a general “reasonableness” standard.” In
Skinner v. Railway Labor Executives’ Associa-
tion,” the Court extended the “special needs” doc-
trine by dispensing with the requirement for any
level of suspicion for an intrusion on railroad em-
ployees. The government’s special needs were
seen as so important that all of the traditional
Fourth Amendment safeguards were suspended,
even for such intrusive searches as the testing of
bodily fluids and the observation of excretory
functions.” Further, suspicionless searches and
seizures have been upheld in a variety of con-
texts, including drug testing of federal customs
officers involved in drug interdiction or who
carry firearms,* and for automobile checkpoints
aimed at detecting illegal immigrants” and im-
paired drivers.”® In investigations for evidence of
criminality, the balance is struck by adhering to
the traditional Fourth Amendment requirements
of a warrant supported by probable cause. How-
ever, these specific mandates are not required for
situations involving “special needs beyond the
normal need for law enforcement.”

Certainly, Millivision’s search capabilities
are comparable to magnetometers used to detect
guns and other dangerous objects at points of en-
try and exit in airports and courthouses. The
Millivision device, however, does not meet a spe-
cial governmental need beyond normal law en-
forcement." The purpose of Millivision is to ap-
prehend individuals carrying concealed weapons,
which is also a regular police function. Absent
this function, the device “may be more intrusive
than necessary if {it} results in false positives that
lead to intrusive searches of people who, absent
the gun detectors, would not have attracted any
police attention.”*

Since Millivision violates both the subjective
and objective reasonable expectation of privacy
test of Karz and does not meet the criteria for the
special needs doctrine, it should be considered a
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search within the meaning of the Fourth Amend-
ment."

Millivision And “Stop And Frisk”

The Fourth Amendment protects all citizens
from unreasonable government intrusions into
their legitimate expectations of privacy. It does
not protect every subjective expectation of pri-
vacy, but rather only those that society recognizes
as reasonable. Once it is determined that an indi-
vidual has a legitimate expectation of privacy, an
invasion into that privacy interest will be subject
to constitutional stricture. Ordinarily, a search
under the Amendment must be accompanied by a
warrant issued upon probable cause. However,
this requirement is “subject only to...a few...well
delineated exceptions.” Over the years, the Court
has permitted police officers to stop individuals in
the absence of probable cause under limited cir-
cumstances.

As a preliminary matter, police can always ap-
proach a suspect in response to a tip and ask to
speak to him without implicating the Fourth
Amendment. No level of suspicion is needed to
justify a “consensual” encounter between the law-
man and the citizen.* “At least as far as the
Fourth Amendment is concerned, police do not
have to have any degree of reasonable suspicion
in order to accost a person and say they want to
talk to him.”™*

Under Terry v. Ohio,* a police officer, after
making a legal stop based upon reasonable suspi-
cion that a crime has been or is about to be com-
mitted, may conduct a protective search of the
suspect if the officer has reasonable suspicion that
the suspect is armed and dangerous.” The scope
of the search must be limited to a pat-down
search of outer clothing for weapons that could
harm the police officer or others.* The Court
later expanded the scope of the protective search
in Minnesota v. Dickerson®” to allow an officer to
discover evidence other than weapons if the in-
criminating character of the object is immediately
apparent to the officer’s “plain feel.”™ This exten-
sion of the “plain view” doctrine was justified by
the idea that recovering non-threatening evidence
by “plain feel” requires no invasion of the sus-
pect’s privacy beyond that already authorized by
the officer’s frisk.** Additionally, frisks must be

Nop. 3
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based on individualized suspicion.” It is uncon-
stitutional for police to conduct a pat-down with-
out a reasonable belief that each person frisked
was involved in a crime and is armed and danger-
ous.

The police could legitimately employ a
weapon detector like the Millivision by following
Terry: officers have reasonable suspicion to be-
lieve criminal activity is afoot and that the par-
ticular individual(s) involved may be armed and
dangerous. In this situation, the officers might
use a gun detector to scan the suspect for weap-
ons, rather than conduct a pat-down search of the
suspect’s outer clothing to find weapons. Since
Terry would permit a pat-down in these circum-
stances, Terry should allow use of a weapons de-
tector.

The Court in Terry limited the justification for
any frisk only to those persons reasonably sus-
pected of being "armed and presently dangerous."
In the case of a traditional Terry stop, the use of a
gun detector would not appear to infringe unduly
upon any privacy interest that the suspect may
have.” But what if there are grounds for the stop
but not the frisk (i.e., there is no reason to believe
the suspect is armed and dangerous)? In that case,
it could be argued that notwithstanding the ab-
sence of reasonable suspicion of dangerousness,
the use of a gun detector is permissible because it
"is less intrusive than a traditional frisk; it does
not require the suspect to be touched in any way.
Given these contradictory arguments, whether
courts would admit evidence gathered as a result
of such a gun detector scan under current law
seems unclear at best."* What about suspi-
cionless random searches of persons? When no
special governmental needs are involved, some
maintain that Supreme Court precedent makes
clear that such random searches and seizures "do
not comport with constitutional maxims."*

Conclusion

Certainly, there are legitimate needs for video
surveillance with biometric facial recognition and
for weapons detectors. Yet every new govern-
ment intrusion comes with a cost. There is a
common tendency to be impressed and mesmer-
ized by the capabilities of new technology. and
not to consider the changes that it brings and what



is given up. When finally faced with the chal-
lenge of determining whether video surveillance

with facial recognition software or a weapons de-
tector is a violation of one’s right to be free from

illegal searches and seizures, courts should be

prepared to hold that a Fourth Amendment inter-
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The following scenario is developed from an ac- law the prime contractor is called the Principal

cumulation of contract bond/surety issues that
can face a government contracts attorney. This
article is not intended to be exhaustive, but pro-
vides some examples of how to handle the most
COMMON qUeSIions.

As with a thousand other issues a JAG office
must resolve, this issue begins with a phone call:

"Captain Indefatigable, I am the
contracting officer on the base
housing renovation contract be-
ing performed by Undercapital-
ized Builders, Inc. (UBI or Prin-
cipal) and I have a question. We
at the contracting section have
heard that UBI may file for bank-
ruptcy. UBI appears to have
walked off the jobsite and we just
received a letter from the Surety,
Preferred Insurance Guarantors,
Inc. (Surety), on the housing
renovation contract stating that
they have already paid several of
UBI's subcontractors. What steps
should I take now?"

This fact scenario involves a number of areas
of law. However, having heard the magic word
"surety" you should immediately realize that the
issues here arise in the area of performance and
payment bonds. That means FAR Part 28" will
provide your guidance and Clauses 52.228-1
through 52.228-16 of the contract are the clauses
with which you will be working. In this field of

and the entity that issued the performance and
payment bonds is called the Surety. The Govern-
ment is the recipient of the benefit of the Surety’s
bond obligation, so it is called the Obligee. The
following are questions and answers that may
arise in the context of the above scenario and
cover issues arising in nearly all surety bond
sifuations.

You can find this out by contacting the Princi-
pal, contacting the Surety or calling AFLSA/
JACN Bankruptcy Branch. The phone numbers
and E-mail addresses are on the AFLSA/JACN
website.” A bankruptcy makes handling this Prin-
cipal and Surety more difficult because when a
Principal has gone bankrupt, the Government
must request that the Bankruptcy Trustee lift the
automatic stay in order to terminate the contract.
If you discover that the Principal is bankrupt, you
should report it to AFLSA/JACN Bankruptcy
Branch as soon as possible. Assume, however,
for the purposes of this article, that the Principal
is still solvent but is only in danger of declaring
bankruptcy.

If the Principal has pulled its workers from the
jobsite for no good reason, the CO should imme-
diately consider termination for default in accor-
dance with FAR 49.402° and Clause 52.249-10*
of the contract. The actions to take depend on
how far along the Principal is in contract per-
formance with regard to the completion date. If
the walkout happened prior to the contract com-
pletion date, the CO should issue a Cure Notice
consistent with FAR 49.402-3(d) and give the
Principal 10 days to cure prior to terminating the



contract for default. If the performance date has
passed, the CO should issue a notice that the CO
1s contemplating a termination for default per
FAR 49.402-3(e)(1). In the absence of the Princi-
pal's return to work or submission of satisfactory
reasons for its cessation, the CO should promptly
terminate for default.

In the construction context a termination for
default has several important results: 1) the termi-
nation creates a record of non-performance by the
contractor that can be considered by future COs;
2) the termination for default puts the Surety on
notice (if it is not already aware) that the Govern-
ment may require Surety to meet is bond obliga-
tions; 3) the termination severs the performance
obligation of the Principal and the contractual re-
lationship; 4) the termination for default triggers
the Surety's obligation to perform its bonded obli-
gations.’

In the process of notifying the Principal about
the termination for default, the CO should have
notified the Surety about the impending termina-
tion pursuant to FAR 49.402-3(c)(2). This notifi-
cation makes the Surety aware that it may be
given an opportunity to find a contractor to com-
plete performance. In addition to notice from the
Government, the Surety should already know
about the Principal's non-performance by virtue
of having made payments to subcontractors pur-
suant to its obligation under the payment bond
One thing about notification is clear, though: Be-
yond the FAR requirements, the Government
does not have an obligation to make the Surety
aware of the Principal’s deficient contract per-
formance.’

The letter is based upon case law which has

been incorporated into FAR 28.106-7, Withhold-
ing contract payments.” After the date of receipt
of the letter warning the Government that the
Surety has begun paying subcontractors, the Gov-
ernment may be liable for a final payment made
to the Principal that the Surety later cannot re-
cover. The CO's response to such a letter from
the Surety should be to hold payments to the Prin-
cipal pending the Surety's consent.

Per FAR 49.402-3(e)(2), the CO should have
notified the Surety when termination was contem-
plated and again when the termination was com-
plete. At this point, the Surety should have in-
formed the CO what actions it is planning to take
to discharge its bond obligations. The Surety has
three courses of action:

1. Surety plans to do nothing.

Surety plans to retain the

original contractor to finish

the job.

3. Surety plans to substitute
another contractor to finish
the job.

2

In the event that Surety plans to do nothing,
the CO should begin efforts to reprocure the re-
maining work.® When the Government later de-
mands payment pursuant to the Surety's perform-
ance bond obligation, the demand will include
reprocurement costs, liquidated damages assessed
against the Principal and other costs.” Those costs
can total, but not exceed the penal sum of the
bond, which is usually 100% of the original con-
tract price.'”

In the case of the last two options, retaining
the original contractor or substituting a new con-
tractor, remember that despite the default of the



Principal, the Surety still has no privity with the
Government. Since the right and obligations of
the Principal cannot be assigned to the Surety
contractually,'' the Surety must execute a com-
pletion contract with the Government. The new
contract for completion of the original construc-
tion is called a Takeover Agreement (TOA) and
its requirements and parameters are set by FAR
49.404(d), Surety-takeover agreements:

There may be conflicting de-
mands for the defaulting contrac-
tor's assets, including unpaid
prior earnings (retained percent-
ages and unpaid progress esti-
mates).  Therefore, the surety
may include a "takeover" agree-
ment in its proposal, fixing the
surety's rights to payment from
those funds. The contracting of-
ficer should consider using a tri-
partite agreement among the
Government, the surety, and the
defaulting contractor to resolve
the defaulting contractor's resid-
ual rights, including assertions to
unpaid prior earnings.

If the Surety plans to retain the original con-
tractor to finish the job, you should make sure the
CO realizes the Principal is now a subcontractor
and the Surety is the prime contractor. That
means that unless representatives of the Principal
are made agents of the Surety in writing, the CO
should not agree to contract modifications with
the Principal. Another important rule pertains to
payment. Because the Assignment of Claims Act
does not allow assignment of a contractual claim
to any entity other than a financial institution,
contract payments can only be payable to the
Principal unless the Principal has been terminated
or there is a takeover agreement creating an obli-
gation to pay the Surety and terminating the obli-
gation to pay the Principal.

In the event that the Surety plans to substitute
another contractor to finish the job, such substitu-
tion, by terms of the takeover agreement, is sub-
ject to approval by the CO. Remember, the same
rule about contract modifications applies: Though
the Surety may wish to leave the new contractor
solely in charge of completing the contract, the
new "completion contractor" does not have the
authority to execute modifications unless specifi-
cally given the authority by the Surety.

The general requirements of a TOA are set out
in FAR 49.404(e). The following is a summary
list of requirements:

1. Surety must complete the contract.

2. The Government will pay Surety's costs
and expenses up to the balance of the
contract price unpaid at time of default.

3. Unpaid earnings of the Principal will be
subject to debts owed to the Govern-
ment except to the extent used to pay
Surety its actual costs for work under
the performance bond. FAR 49.404(e)
(1).

4. Surety is bound by the same liquidated
damages as the original contract. FAR
49.404(e)(2).

. If contract proceeds were assigned by
Principal to financing institution, Surety
may not be paid from unpaid earnings
unless permitted by financing
mstitution. FAR 49.404(e)(3).

6. The Government may not pay the
Surety more than it expended in
completing the contract. If the amount
expended is less than the remaining con
tract proceeds, the Government may
pay the remaining proceeds, it any, for
amounts expended on the payment bond
if: 1) there 1s a mutual agreement be-

n



tween the Principal, Surety and Govern-
ment; 2) there is a determination of the
Comptroller General; 3) there is an
order of a court of competent jurisdic-
tion. FAR 49.404(e)(4).

In addition to these requirements, AFLSA/
JACN Surety Branch recommends that TOA re-
viewers look for these items:

1. Any clause the purports to give Surety
the right to assert claims that predate
the default or TOA. These are usually
phrased as "the Government conveys
any and all claims of any kind that
Principal could have brought against the
Obligee pursuant to the contract . . . ."

Remember that the Surety had no privity
with the Government at that time, so they
have no standing to assert contract claims
and the Principal is not permitted to assign
such claims." The Principal may be able
to assert the claims on its own behalf, but
the Surety cannot assert them unless the
government agrees to it.

2. Any clause obligating the Government to
concede liability for a contract claim.

3. Any clause agreeing that the Surety has a
priority interest in the contract proceeds
superior to any claim the Government may
have to those proceeds. Remember that the
Government retains the right to set off
against the contract proceeds for taxes and
other valid obligations.

4. A distinct completion date that is satisfac-
tory to the Government.

5. A clause that reminds the Surety that it is

subject to the same amount of liquidated
damages should it fail to complete on time.

The FAR does not contain a sample TOA,

however, AFLSA/JACN Surety Branch has
crafted a sample TOA that will soon be posted on
the Resources Page of the JACN website.

i [ s

First, though a Surety may feel that it has an
absolute right to complete the contract, it does
not. FAR 49.404(c) says that the CO "should"
permit Surety to complete the contract, not
"must" permit the Surety to complete the contract.
A CO who feels that the Surety is proposing in-
competent or unqualified contractors or the pro-
posal is not in the best interest of the Govern-
ment, can decline to allow the Surety to complete.
The CO certainly can determine that having a
Surety complete the contract is not in the best in-
terest of the Government if the TOA is unfavor-
able to the Government (for example, if the
Surety refuses to sign the TOA unless the Gov-
ernment allows it to raise preexisting contract
claims).

Second, a Government attorney should realize
that no TOA = no privity = no pay. Since the
payments under the contract cannot be assigned
to the Surety, the only non-TOA way to pay the
Surety for completing the work is for the Surety
to file litigation and pursue its equitable subroga-
tion rights. This can be time consuming and ex-
pensive for a Surety and makes a TOA far more
appealing.

Third, taking over is more of a benefit to
Surety. It prevents assessment of reprocurement
costs, which are invariably higher than Surety
completion costs. It also allows the Surety to
control its own costs by managing the completion
contractor itself. Finally, taking over allows the
Surety to discharge its bond obligation sooner,
because there is no lag time associated with a
executing a reprocurement contract.

Fourth, no matter how hard Surety argues that
it should be able to assert preexisting contract
claims on behalf of the defaulted contractor, the
caselaw does not support a Surety's right to bring
such claims.



This is a difficult situation requiring coordina-
tion with AFLSA/JACN Surety Branch. The po-
tential hazard is that unless the assignee's right to
collect contract payments is extinguished, it may
still have a right to the same money that the
Surety seeks. If the Government pays either the
assignee or the Surety, a court may require the
Government to pay the other party. Most often
an interpleader is appropriate to protect the Gov-
ernment from double payment. Thus, the best
way to handle this situation is to contact the
AFLSA/JACN Surety Branch.

{re There Any Sug

Ger The Work Completed ASAP:

The only barrier to completing this process
quickly is the amount of time the CO has avail-
able to spend on the process. There are no man-
datory time periods for the completion of a termi-
nation for default and negotiation of the TOA ex-
cept, of course, the time period between notice of
intention to terminate (Cure Notice or Show
Cause) and termination. Thus, to get the work
completed ASAP the CO should terminate expe-
ditiously and move immediately on to negotiation
of the TOA. If the contracts attorney is not famil-
1ar with surety law, he or she should skim FAR
Part 28 for applicable topics and read thoroughly
FAR 49.404.

Yes. Although it 1s rare, in some cases the CO
and/or the contracts attorney are not familiar with
surety law and/or never get around to asserting
claims against the Surety. If the base determines
it wants to take action to recover the reprocure-
ment costs from the Surety, it needs to do so
within six years after the Government's claim ac-
crues.

If the reader retains anything from this article,
it should be this — In dealing with surety law

issues, the CO needs to terminate the Principal's
rights (T4D), and establish the Surety's rights
(TOA) before the Surety or another contractor
can step in and complete the job. Failing to per-
form either of these steps can result in litigation,
thereby slowing the entire process down and leav-
ing the construction incomplete for long periods
of time.

' httpy//farsite.hill.afmil/reghtml/regs/far2atmefars/fardfars/far/28.
htm

? hups:/aflsajag.af.mil/lGROUPS/AIR_FORCE/JAC/jacn/
Bankruptey.htm

* http://farsite.hill.afmil/reghtml/regs/far2atmetars/tardfars/far/49.
him#P404_77034

* hup://farsite-hillatmil/reghtml/regs/far2afmetars/ fard fars/
far/52_240.htn#P1961_310407

 For detail on the reasons for a termination for default, see the out-
line Contract Bonds and Suretyship, by Lt Col Blane Lewis and Maj
Graeme Henderson available on the Resources Page of the JACN
Website.

For a more detailed explanation of equitable subrogation, go to the
Contract Bonds and Suretyship Outline.

" Westchester Fire Ins. Co. v. United States, No. 98-440C, 2002 U.
S. Claims LEXIS 125, May 22, 2002.

7 See also Priority of Payment Between Payment Bond Surety and
Contractor, B-238695, September 13, 1991.

¥ See FAR 49.405
? See FAR 99 49.402-7, 49.4006

" See FAR 28.102-2

" An assignment is a voluntary relinquishment of a right, and for
government contracts, is restricted by the Assignment of Claims Act,
31 US.C. § 3727 and the Assignment of Contracts Act, 41 US.C. §
15. FAR 32.802 sets out the prerequisites to a valid assignment,
among which is a requirement that the assignee be a bank, trust com-
pany, or other financing institution. FAR 32.802(b).

12 See FAR 32.802.

Y https:/aflsajag.almil/GROUPS/AIR_FORCE/JAC /jacn/
Resources.hitm



Most military justice practitioners know that
the trial counsel cannot sign the Staff Judge Ad-
vocate Recommendation (SJAR). The reason is
spelled out in RCM 1106(b), which lists the trial
counsel as being disqualified from acting as a
staff judge advocate to the convening authority in
the same case. Others who are disqualified in-
clude a member, military judge, assistant trial
counsel, defense counsel or investigating officer.
The Discussion to RCM 1106(b) notes the staff
judge advocate may also be ineligible to advise
the convening authority under certain circum-
stances.

Recently, the Court of Appeals for the Armed
Forces (CAAF) addressed this issue. In U.S. v.
Gutierrez, _ M.J. __ (2002), CAAF set aside
the convening authority’s action and returned the
case for a new post-trial recommendation because
the judge advocate who acted as the staff judge
advocate in preparing the SJAR had previously
testified as a witness in the same court-martial.
Because the new SJA had earlier testified on a
contested speedy trial issue, CAAF held that
when she acted as the SJA, she placed herself in a
position of evaluating her own testimony and was
thereby disqualified. Also, the Court found she
was disqualified because she assumed a prosecu-
torial role in the case when she orchestrated the
timing of the Article 32 investigation. It is worth
noting the new SJA found herself in this position
because the incumbent was deploying. If you
find yourself in this position, consider whether
your previous involvement in the case may dis-
qualify you from acting as the SJA for the SJAR
and other related events.

Most military justice practitioners also know
that an accuser cannot act as convening authority.
This prohibition is found is Articles 22(b) and 23
(b), UCMJ. The definition of “accuser™ is in Ar-
ticle 1(9) and includes a person “who has an in-
terest other than an official interest in the prose-
cution of the accused.” The most recent CAAF
opinion on this issue, U.S. v. Dinges, 55 M.J. 308

(2001), sheds some light on when a person is con-
sidered an accuser. Because of his position as
wing commander, Col M agreed to be the District
Chairman of a Boy Scout division and a member
of the Board of Directors for a local Boy Scout
council. Another member of the council told Col
M that the accused allegedly had sexual relations
with several boy scouts.

The accused was an assistant scout master in
another district. Col M consulted his SJA before
providing this information to AFOSI, which in
turn opened an investigation resulting in the ac-
cused’s general court-martial. The Court, in a
split decision, held that, under the facts of the
case, Col M did not have an interest other than an
official interest in the case and, therefore, was not
disqualified when he acted as special court-
martial convening authority. If you have a con-
cern that a special or general court-martial con-
vening authority in a particular case may be dis-
qualified, the discussion and cases cited in the
Dinges majority, concurring and dissenting opin-
ions are good places to start.

Hypothetical: A master sergeant and a senior
airman work in the same office and have daily
contact with each other. The pair hit it off right
away. They go to lunch together almost every-
day, play golf most sunny Saturdays, and car pool
to work occasionally. Other airmen in the office
have noticed this close friendship. They are an-
gry, for example, when the MSgt scolds them for
taking more than one hour for lunch, but comes in
laughing and joking after taking a two hour lunch
with the SrA. Finally, word gets to the com-
mander, who needs advice on how to discipline
the pair.

The commander has a theory. He knows
about AF1 36-2909, Professional and Unprofes-
sional Relationships. He reads the words at the
top of the AFL: “COMPLIANCE WITH THIS
PUBLICATION IS MANDATORY." He is fa-
miliar with Article 92, UCMI, titled “Failure to
Obey Order or Regulation.” Therefore. he con-
cludes that both the MSgt and the SrA can be
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punished for violation of a lawful general regula-
tion. When he presents this theory to his local
Chief of Military Justice, he learns his theory
doesn’t work.

To understand whys, it is necessary to know
what it means for an instruction to be “punitive,”
1.e., that a violation of a particular provision of
the instruction is a violation of a lawful general
regulation. Not all instructions are punitive; in
fact, most are not. The explanation of Article 92
(MCM, Part IV, paragraph 16¢(1)(e)) states that
“regulations which only supply general guidelines
or advice for conducting military functions” may
not be punitive. Additionally, the Drafters’
Analysis of Article 92 states: “The general order
or regulation violated must, when examined as a
whole, demonstrate that it is intended to regulate
the conduct of individual servicemembers, and
the direct application of sanctions for violations
of the regulation must be self-evident.”

The best way to identify a punitive instruction
i1s to look at the summary on the first page of the
AFI, as well as the particular paragraph you think
was violated. If it mentions Article 92, it’s proba-
bly a punitive instruction. For a detailed analysis
of punitive instructions, see U.S. v. Shavrnoch, 49
M.J. 334 (1998) (holding AFR 205-7 and its suc-
cessor, AFI 34-119, which made the minimum
age for drinking alcohol the same as the state law,
are not punitive general regulations).

To determine whether AFI 36-2909 is
a punitive instruction, begin on the first
page. It states:

“Officers, including Reserve offi-
cers on active duty or inactive
duty for training and ANG offi-
cers in Federal service, who vio-
late the custom of the service
against fraternization or the spe-
cific prohibitions contained in
paragraph 5.1 of this instruction
can be prosecuted under either
Article 92 or Article 134 of the
Uniform Code of Military Justice
(UCMJ), or both, as well as any
other applicable article of the
UCMLI, as appropriate.”

Note that this sentence makes no men-
tion of enlisted personnel. Next, look at
the rest of the instruction. The only other
paragraph which mentions Article 92 is
in paragraph 5.1. Therefore, the only
provisions in AFI 36-3209 which can be
charged as violations of a lawful general
regulation are located in paragraph 5.1,
and those provisions only apply to offi-
cers. An enlisted member whose conduct
violates AFI 36-2909 cannot be charged
with violating a lawful general regula-
tion.

That is not to say that enlisted members can-
not be charged with violating Article 92. That
article prohibits not only violating a lawful gen-
eral regulation (Article 92(1)), but also failure to
obey an order (Article 92(2)) and dereliction of
duty (Article 92(3)). For example, if the SrA and
MSgt continued the unprofessional relationship
after the commander ordered them to end it, both
have failed to obey an order. Also, if the MSgt
knew or should have known that the close friend-
ship with the SrA was unprofessional. dereliction
of duty can be alleged.

Change the hypothetical: substitute a first
lieutenant for the master sergeant. Because AFI
36-2909 1s punitive with regard to officers, the
ILt can be charged with violating a lawful gen-
eral regulation (Article 92(1)), specifically para-
graph 5.1 of AFI 36-2909. The same conduct is
also fraternization (Article 134). Moreover, de-
pending on the facts, the 1Lt’s actions could
amount to failure to obey an order (Article 92(2)),
dereliction of duty (Article 92(3)). or conduct un-
becoming an officer (Article 133).

As a final point, pay attention to fact patterns
which include violations of other UCM] articles.
For example, both officers and enlisted members
can be guilty of adultery (Article 134). Recently,
the analysis to the adultery paragraph in the
MCM was amended. As with any alleged of-
fense, it urges commanders to dispose of adultery
allegations at the lowest appropriate level and to
consider a variety of factors, with the goal of a
disposition that is warranted, appropriate and fair.



‘Been there, done that.’ thought the young de-
fense counsel as he sat at counsel table listening
to the direct. He had prepared hard for this wit-
ness. And, he had done Cross-examinations be-
fore. In fact, the young captain regarded himself
as pretty darn good at cross. Truth be told, he
was the best in the office, even if he did say so
himself. So, how hard could this be? The wit-
ness did look a little cagey and seemed pretty sure
of himself. But, the young captain figured he
would still be able to get in, get what he needed,
and get out. The witness, unfortunately, had no
intention of cooperating . . . they never do.

The examination began well. The defense
counsel started strong and the witness was an-
swering all the questions the right way. Then
came the most important part of the examination.
The defense counsel was confident he was going
to get the witness to admit he could not be sure it
was the accused he saw in the hallway and later
going in the victim’s room. The defense counsel
Just knew he had this witness eating out of the
palm of his hand and that he was about to get the
testimony that would result in an acquittal.

Then, it happened. The witness did not give
the answer the defense counsel expected. The
counsel tried again with a different question.
Again, the witness did not give the right answer.
The defense counsel ignored the warning signs
and pressed forward. “Isn’t it trye that you were
at one end of the hall, several feet away, and that
the neon lights at the other end of the hall were
blinking on and off and that it was too hard to see
the person standing at the end of the hall by Air-
men Jones’ door?” The captain’s exasperation
was evident in the question.

“Well, . .. ” the witness began.

‘Oh no,’ the captain thought, ‘the witness is

not going to answer the question with a yes or
no.” The captain’s mind raced. He stopped lis-
tening to the witness. Images started to become
distorted. The room began to spin. He felt like
he was in a bad Alfred Hitchcock knockoff. He
tried to regain control. “Please just answer with a
yes or no,” the defense counsel said feebly.

“Well, I can’t,” said the witness,

The captain, woozy from the exchange, tried
to remain strong, “The question was a yes or no
question. It does not . . . . Even as he was talk-
ing, he could hear the disembodied voice. Could
it be? Could the judge be coming to his rescue?

“Counsel, it was not a ¥es or no question,” in-
toned the judge. “It was really a very convoluted
question. You asked it. You are going to have to
live with the answer.”

The defense counsel could feel the blood drain
from his entire body. The witness started yam-
mering on about something or another, but by
then the damage was done, The defense counsel
had lost control of the witness, the witness was
now giving testimony that was killing the de-
fense’s case, and the defense counsel was power-
less to stop it.

What happened? How did the counsel lose
control? The answer is simple. He asked the
wrong question. Or, more accurately, he asked
the question the wrong way.

The key to controlling witnesses on cross-
€Xamination is asking the questions the right way.
Really, it is that simple. If you can control the
witness with your questions, you will get the in-
formation you are looking for, you minimize your
risk of getting a harmful answer, and you project
the image of an attorney in control of her case
and the courtroom. To be sure, there are other
ways to try and control a witness. but they are not
nearly as effective and they each come with their
own set of special problems.

One way, for example, is telling the witness to
answer ‘yes’ or ‘no.” This is probably the least
effective way to attempt to control a witness.
First of all, it rarely works. The witness will al-
most certainly ignore you — after all, 1t is not as if
you can take the witness out back and teach him a
lesson for giving a multi-word answer. Or, the
witness might start arguing with you about an-
swering the question. Of course, neither one



makes you look particularly good or helps your
case. Second, you will draw an objection from
opposing counsel who, with as much indignation
as he can muster, will accuse you of trying to hide
facts from the panel by preventing the witness
from answering a question you asked. Even if
your opponent is overruled, the point will have
been made. Third, the judge could stop you in
the same manner as the doomed counsel above.
Finally. it makes you look like you are not in con-
trol and makes the witness look like he is. Once
this happens. the panel begins to view you and
your case with skepticism or worse yet distrust.
Another tactic counsel often resort to is a di-
rect appeal to the judge. It goes something like
this: “Your Honor, please instruct the witness to
answer ‘yes’ or ‘no’ to the question.” This ap-
proach also does not work well. First, the judge
is likely to say, “No.” Or worse yet, “Counsel, [
am not going to instruct the witness to answer
your questions the way you think she should. If
you want a better answer, ask a better question.”
Of course. the effect on your case of this kind of
judicial participation is obvious. Worst of all,
whining to the judge for help with a witness only
reminds a panel you are not in control of the
courtroom or your case -- not a perception you
want to foster. In extremely egregious cases,
where the witness is nonresponsive and ill-
mannered, it may be a good idea to appeal to the
judge. But even then, you want to do itin sucha
way that the judge appears to be validating you
and your actions.
The best way to
control a witness is
with your questions.
First, you have to
LEAD the witness.
Unless you are
cross-examining an
accused or an expert
(this, of course, is a
separate column),
you should use leading questions exclusively. It
seems like this ought to go without saying, but
too many new counsel and even some veterans
inexplicably insist on asking open-ended ques-
tions during cross. Theoretically, you are the one
who is testifying on cross-examination. If you do

it correctly, it will actually work out that way. By
using leading questions and getting the witness to
answer only yes or no, you are the one the panel
is listening to. Using non-leading questions al-
lows the witness to do all the talking and to con-
trol the examination. That is because you are
never going to get a yes or no answer to a non-
leading question.

Second, the questions have to be short . . .
really short . . . really. In other words, you should
only use one fact per question. Aside from the
benefit of being easy to understand, it makes 1t
hard for the witness to do anything but answer
‘yes’ or ‘no.” For example, rather than asking a
witness whether he can be sure it was your client
he saw in the dark hallway with the burned out
lights, ask the questions one fact at a time.

“You were in the dorm hallway?”

*Yes”

“You were at one end of the hallway?”

“Yes”

“Right by the exit door?”

“Yeu"

“There were lights in the hallway?”

“Yes:

“But the hallway was dark?

“That’s right.”

“Because some of the lights were off?”

“Yes.”

“In fact, only three lights were on, right?”

“Yes.”

“There was a light right above you?”

“Correct.”

“That light was on, right?”

“That’s right.”

“Two other lights were on?

“Yes”

“Both of those lights were in the middle

of the hall?”

“Nes™

“So, the lights at the far end of the hall
were off?”

“That’s right.”

By using one fact per question in this fash-
ion—asking for bricks rather than for walls or en-
tire buildings—there is virtually no way for the
witness to do anything other than provide a ‘yes’
or ‘no’ answer. It constrains the witness and pro-
vides no effective wiggle room at all. Also, by



using one fact per question, it creates a “flow” in
the questioning. As these short questions are
asked and answered with a single word (or two),
the witness gets into a rhythm that makes it much
easier for counsel to exert control. In its simplest
terms, the witness comes to expect this kind of
exchange. The panel also finds it easier to settle
mto the “testimony™ they are hearing from coun-
sel. Finally and perhaps most importantly, the
counsel gets into the same rhythm, allowing the
questions to come more easily and more natu-
rally.

Now, on the rare occasions when a witness
tries to wiggle out from under your one-fact-per-
question questions, the counsel’s response should
be immediate and firm. The counsel must go
back and make the witness answer the question
asked (at least until the witness’s refusal to an-
swer becomes absurd). The idea is to “teach” the
witness the consequences of not answering the
question—or, in other words, to make the witness
pay. Either the witness will stop wiggling or his
persistent refusal will cause him to lose all credi-
bility with the panel.

Suppose that during the questioning outlined
above, the witness will not admit the hallway was
dark. The counsel must get the witness to answer
the question. (Author’s note: It might be helpful
to actually have some pictures of the dark hall un-
der the same conditions, with the same lights
turned off at the same time of night, etc.: this
could be very useful with such a witness.)

“The hallway was dark, wasn't it?”

“I wouldn’t say that.”

“Really? The hallway was not
dark?” (with mock surprise)

“No.” (now the witness is starting to think
he has a problem)

“You entered the hallway at approximately
0230, correct?”

“Yes”

“At 0230 it was dark outside, right?”

“Well, yes.”

“And, the hallway had windows?”

“Right.”

“Two, right?”

*Yes.

“One at either end of the hall?”

“Yes.”

“But, there was no light coming in the
windows, was there?”

“No."

“Now, the hallway also has electric
lights?”

“That’s right.”

“In fact, there are 20 of these lights?

“That’s right.”

“And, you know that because I asked you
to count them, didn't I?”

“Yeg !

“And, they are single bulb lights?”

“Yes”

“Recessed lighting?”

"Yes.”

“In the ceiling?”

Yo

“In a row down the middle of the ceiling?”

“Yes.”

“No other lights in the hallway, right?”

“Right.”

“40 watt bulbs?”

“Yes.”

“And you know that because I asked you to
check, didn’t [?”

“Yes.”

“Of those 20 lights, only 3 were on that
night.”

“That’s correct.”

“One of those three lights was at your end
of the hall?”

“True.”

“Right above you?”

¥es,

“The other two were in the middle?”

“Right.”

“So one half of the hall had three out of its
10 lights on?”

“Right.”

“And, that was your half of the hal]?”

“Right.”

“And the other half had no lights on
whatsoever?”

“Well, yes.” (the witness is caught . . . and
he knows it)

“But now you’re saying the hallway was
not, dark?

“Well, . . . I guess it was kind of dark.”



Now, if you are feeling lucky like Vinny in My  the answers she wants, the counsel will actually
Cousin Vinny, you could say, “You guess so? be controlling the courtroom and her case. With
Come on. It was dark, wasn’t it? It’s okay. You control comes confidence, with contfidence comes
can say it. Everyone knows the answer.” Inreal- credibility, and with credibility comes victory.
ity, you would not have to do that because the
point was won the minute the witness responded
“yes’ to your series of preceding questions lead-
ing the members to think, “Gee, that hallway
HAD to be dark. No way he could see clearly.”)

The key here is to recognize the real issue
(whether the witness was or was not able to see
clearly), remember what position you have taken
on that issue (he was not; it was too dark), and
realize that the witness doesn’t want to accept
your position. Therefore, rather than ram the po-
sition down his throat, feed him bite-sized ques-
tions based on facts you know are true (as in, the
witness will admit to them or some other evi-
dence will firmly establish them, such as photos)
that support your position. This proves up the
facts that support your position and moves the
witness, question-by-question, fact-by-fact, in the
direction of the truth. Then, when there is no-
where for the witness to hide, ask the ultimate
(position) question again. The witness will have
to give you the answer you want, or deny the ob-
vious and look ridiculous doing it.

There are several benefits to this approach.
First, it strengthens the relevance of a fact in the
case. By getting the witness to admit to what he
initially would not, it gives that fact that much
more importance. Now, all of a sudden, not only
was it dark, but the witness does not want the
panel to know it was dark. Why? Is it because
the witness could not see the other person very
well? Seems . . . reasonable. Second, you are
controlling the testimony and, therefore, your
case. Third, imagine the witness answers,
“Nope—1I do not think it was dark.” He will have
lost all credibility and you will have lost nothing.
The rest of the examination will be like leading a
horse to water . . . and making it drink. This is
witness control.

By using questions, the right questions, coun-
sel can more effectively control a witness on
cross-examination. Far better than telling the wit-
ness to answer in a certain way or asking the
judge for help, using questions to control the wit-
ness has important benefits. Aside from getting
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* RESUMPTION OF ANTHRAX
VACCINE IMMUNIZATION
PROGRAM (AVIP)

The Department of Defense has resumed the
Anthrax Vaccine Immunization Program (AVIP)
throughout the Armed Forces pursuant to a DEP-
SECDEF policy memo of 28 Jun 02 and USD/
P&R memo of 6 Aug 02. These, and other im-
portant DoD policy memos, may be found on the
DoD AVIP website (http://www.anthrax.osd.mil).
The Air Force Implementation Plan was issued on
I'1 Oct 02 and may be found in any SG or XO of-
fice.

Currently, vaccinations are being given to Pri-
ority I and II personnel. Priority I includes per-
sonnel assigned to special mission units, manu-
facturing and DoD research, while Priority II in-
cludes personnel assigned or deployed for greater
than 15 consecutive days to designated higher
threat areas (HTAs), primarily in Southwest Asia.
The HTA’s are identified by country, but the in-
formation is “for official use only™ and thus is not
posted on military websites.

Commanders may request immunizations for
other groups of individuals who rotate into the
higher threat arcas repeatedly for more than 15
cumulative days over a 12-month period, such as
airlifter crews, maintenance recovery crews and
aerial port teams. However, only the Air Force
Medical Operations Agency (AFMOA), in coor-
dination with DoD health officials, may approve
additional immunizations.

One of the most important *“lessons learned”
from the early years of the program is that com-
manders, supervisors and medical experts must
plan in advance for the response to unique issues
at each installation. While commanders remain
primarily responsible for oversight of the pro-
gram, the Air Force AVIP requires each installa-
tion to establish a base-level AVIP team, chaired
by a senior line officer, and supported by public
affairs, intelligence, deployment, chaplain, medi-
cal, legal. and wing leadership. The team pro-
vides recommendations and expertise for the lo-
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cal command structure for both routine and un-
usual situations involving AVIP activities.

As in the past, education remains the critical
component of the AVIP. Commanders. first ser-
geants, and other key leaders must be fully edu-
cated and comfortable with all aspects of the pro-
gram in order to educate and support those identi-
fied for vaccination. The DoD website contains a
wealth of information, including complete brief-
ings, for the commander’s use.

The commander exercises discretion in han-
dling refusal cases. If a member indicates he or
she is planning on refusing the vaccination, the
commander should take the following approach:
(1) find out why the member is reluctant to take
the vaccine; (2) provide the member with addi-
tional education; and (3) refer the member to the
appropriate expert or specialist who can assist the
member resolve their concerns. If the member is
still reluctant after these additional steps, the
commander should consider sending the member
to the Area Defense Counsel for an explanation
of the potential consequences of refusing the vac-
cine. The AVIP program remains a mandatory
force protection program. Thus, a commander's
order to take the vaccine is lawful and may be en-
forced the same way any other lawful order is en-
forced.

Terrorist activities before and after the 11" of
September, 2001, have convinced senior DoD of-
ficials that members of the Armed Forces are vul-
nerable to the use of anthrax as a method of bio-
logical warfare. The threat is not hypothetical --
it is real, as evidenced by domestic anthrax inci-
dents that killed several Americans in late 2001.
Those victims who survived did so only because
of immediate and extensive medical treatment
that may not be available to military personnel
who are exposed to anthrax spores during war-
fare. Thus, DoD officials believe the best pre-
ventative measure continues to be the AVIP pro-
gram,

Finally, the DoD web site contains detailed
and persuasive information about the safety of the
vaccine. Not only is it FDA-approved. but many
authoritative medical institutions have verified its
safety. Concerns about the vaccine’s safety will
be fully addressed by medical officials and, if
necessary, through one-on-one counseling. Mis-
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understandings about the vaccine’s safety are
usually resolved through education and counsel-
ing because the vaccine has been authenticated by
a widely diverse collection of medical experts as-
sociated with private industry, government, non-
profit institutions and educational groups. Many
of these authorities have no DoD connection or
bias whatsoever.

In conclusion, the more commanders, first ser-
geants, and their staff judge advocates know
about the AVIP program, the better prepared Air
Force units will be when their members are
tasked for deployment to a higher risk area. The
vast majority of those members who are con-
cerned about the vaccine’s safety should be reas-
sured through thorough education and counseling
by the experts (DoD and non-DoD alike). And, if
all other measures fail, enforcement of the pro-
gram through existing force management meas-
ures is available to commanders, in their discre-
tion.
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INVESTIGATION

The Judge Advocate’s (JA) role in the In-
spector General (IG) investigation process 1s
much more than just reviewing a completed re-
port for legal sufficiency. IAW AF190-301, Para
1.46, JA is responsible for assisting IGs at every
level of the investigation. This includes identify-
ing allegations of wrongdoing, framing allega-
tions and assisting investigating officers during
the investigation. SAF/IGQ has developed a
“tool kit” to aid IGs and JAs in working with in-
vestigating officers. The tool kit will also give a
better understanding of the IG investigation proc-
ess to new Judge Advocates. The tool kit can be
found at the following website: 10 Toolkit:
http://www.ig.hq.af.mil/igg/Training/iotoolkit/
Version10/index_files/frame.htm

« UNDERSTANDING PRIVACY ACI

SYSTEM NOTICES

What are system notices?

A Privacy Act system notice is an explanation
of the purpose, location, and authority for a sys-
tem of records (see generally AFI 33-332, chapter

6). Tt also tells you the routine uses of the records
maintained in that system, as well as the system’s
exemptions. When you are confronted with a Pri-
vacy Act question, finding and analyzing the ap-
plicable system notice is usually your first step.

Pay particular attention to the routine uses sec-
tion of a system notice, which defines the permis-
sible uses of the records. The Privacy Act gener-
ally prohibits the disclosure of the information it
protects unless the subject consents, or the disclo-
sure is authorized by one of the 12 enumerated
exceptions (5 USC 552a(b)). Exception 3 allows
the government to use the information for the
“routine uses” it has established and published n
a system notice (5 USC 552a (b)(3)). In other
words, the routine uses section of a system notice
will tell you what disclosures of a record are con-
sistent with the Privacy Act under exception 3.

Please note many AF system notices claim the
“blanket” routine uses. The blanket uses are in-
corporated by reference in specific system no-
tices. To understand all the appropriate uses of a
record you must review the blanket uses as well.

The exemptions portion of the system notice 1s
significant as well. Ordinarily the Privacy Act
entitles a person to see their entire record. How-
ever, the exemptions portion of a system notice
defines what information may be withheld from
the subject of the record. While most systems do
not have exemptions, Commander Directed, and
Inspector General Investigations are notable ex-
ceptions. For example, the subject of an IG in-
vestigation may not be entitled to a full copy of
the report. Rather, they will be entitled to a re-
dacted version as defined by the exemptions por-
tion of the IG record’s system notice.

Where to find system notices: ~ You can find
a complete listing of system notices for Air Force
records at http://www.defenselink.mil/privacy/
notices/usaf/. The notices are grouped by OPR,
so that IG system notices are together, and SG
system notices are together. You can also find
the name of the system notice in the preamble of
the AFI that requires the collection or maintaining
of personal data in a system of records (AFI 33-
332, para 6.1).
You will find the “*blanket™ routine uses at: http://
www.defenselink.mil/privacy/notices/usaf/




AFFAIRS

As reported in earlier articles, DoD continues
to fine tune final implementing guidance on the
new Health Insurance and Portability Accounting
Act of 1996 (HIPAA). The regulation is due to
become effective on 14 April 2003. It will apply
to all DoD components and will give instruction
on health information privacy. In the interim, the
Privacy Act, 5 U.S.C. 552(a) and the Interim
Guidance Letter from DoD dated 31 October
2000 (found on the JACT web site) should offer
direction for any questions that arise in this area.

RES GESTAE

The 2002 Medical Law Mini Course was held
at Travis AFB, CA from 21 - 25 October 2002.
The course, held annually, is geared to claims of-
ficers, paralegals who work extensively with
medical malpractice cases, and personnel in-
volved in quality assurance. Presentations were
made by numerous medical specialists, who dis-
cussed the areas in their practices that were most
ripe for malpractice occurrences. Lectures were
also offered by members of the Medical Law
Branch of JACT, the Legal Advisor to the Sur-
geon General, and representatives from the Air
Force Surgeon General’s office.

As training needs are an essential part of Air
Force health care, many of our Medical Training
Facilities are sending and/or hosting residents and
other trainees to/from civilian institutions. This
modality of training is approved under the provi-
sions of AF141-108, Training Affiliation Agree-
ments. The Instruction is clear on required lan-
guage that should be included in the agreements,
including, where appropriate, insurance and in-
demnification provisions. Templates are attached
to assist in the completion of these agreements.

It is wise to review the criteria contained in
the instruction and to include all provisions nec-

essary to protect the interests of our providers. In
the event of a tort action, the Air Force provider
who is working at a civilian institution requests
representation from the Department of Justice.
The Justice Department does not routinely offer
blanket representation and protection: it will look
on a case by cases basis for evidence from the
agreement that our providers were indeed acting
in scope of employment. In many cases, we have
seen either no written agreements, or agreements
that do not spell out duties and status of our pro-
viders.  Consistency in following the provisions
of the Instruction will help insure appropriate le-
gal protection, and will also help to prevent the
United States from being deemed responsible for
actions of non-employees.

e ARBITRIA ET IUDICIA

Settlement costs of a non-consensual sterili-
zation claim were significantly mitigated due to
diligent documentation by a provider and equally
diligent review of the record by the claims offi-
cer.

Following the birth of her second child, a
claimant underwent a post-partum sterilization
(one performed immediately after the birth proce-
dure). The sterilization was performed success-
fully, but it was discovered after the surgery was
over that the claimant had been confused with an-
other in the labor and delivery ward, and she had
never consented to a sterilization procedure. A
claim for over six figures was filed.

AL INFORMATION

YRAAA TION INNTECD A THOA
URIVEATTUN INTEGUGRKATION

ARRIES RISKS & RESPONSIBILITIES
Warfighting systems urgently need to begin
working jointly, at least this was the premise
stated in an article in the May 27, 2002 edition of
Federal Computer Week (Experts: DOD nets
need joint focus). According to this publication.
systems integration between all the military
branches was crucial for the U.S. military fully
realize the potential of its people and equipment.



VIL LAW NOTI

BOOK

What is systems integration and, more impor-
tantly, why should we, as military legal profes-
sionals, be concerned with it? Systems integra-
tion essentially means that all equipment and
technology is shared through a common medium,
where every person who needs to access a tech-
nology can do so easily and quickly. This inte-
gration through network-centric operations makes
every aspect of our legal practice more efficient
and easier. Perhaps surprisingly, we are already
further along toward integrating and centralizing
our data than many believe. Yet, with systems
integration comes the increased risk of infiltration
and attack by adversarial parties. You can help
prevent such attack by paying particular attention
to how your computer system is used.

RMATION INTEGRATION THROUGH

TECHNOLOGY

As legal professionals, our work revolves
around information and research. The legal
arena, particularly in federal practice, is a vast
ocean of information. Obviously, a streamlined
and accessible information source is the linchpin
to successful and efficient practice.

FLITE (Federal Legal Information Through
Electronics), which was formally established in
1963, is operated by the Air Force through
AFLSA/JAS as the executive agent for the entire
Department of Defense. The intent in the crea-
tion of FLITE was to provide routine and emer-
gency computer-assisted legal research, both in
the normal office environment and in deploy-
ments. It was understood that there must exist a
means for military professionals to easily and ef-
ficiently access applicable legal and military
sources of information in order to properly carry
out their mission.

Later, AFCIMS, AMJAMS, ROSTER, LI-
ONS, RAMS, and collaborative tools like Do-
cuShare were added. The mission of AFLSA/
JAS expanded from computer-assisted legal re-
search to knowledge management and decision
support for core JAG processes. We as legal pro-
fessionals have blazed the trail in this area and
continue to lead in data organization and dissemi-
nation ideas, with exceptional results.

THE DANGERS OF CENTRALIY

INFORMATION

Information centralization, though beneficial,
is not without risks. For instance, cyber warfare
can make a network-based military structure stop
in its tracks. Worse, it could infiltrate the system
and lead to catastrophic breakdowns, not only in
purely information systems, but also in military
warfighting equipment that relies upon those sys-
tems. Such an attack would certainly be an ap-
pealing plan for adversaries who recognize the
fact that they cannot take on the U.S. military in a
conventional battle and are seeking new ways to
strengthen their armed forces. Terrorists, for in-
stance, are a prime example of those groups who
do not have the military might to confront the U.
S. directly, but try to make operations difficult or
impossible through other, less visible means.

Yet, small extremist organizations are not the
only threat. China, for one, has been vigorously
developing such cyber warfare initiatives as one
of its key warfighting tools for the future. “It
could be the next blitzkrieg,” stated retired Adm.
William Owens, a former vice chairman of the
Joint Chiefs of Staff. It is urged by many that the
U.S. begin spending more money to maintain and
protect its technological superiority.

In the June 7, 2002 edition of Aerospace
Daily, a warning was issued with the article enti-
tled, “Cyberspace Seen Area Of *Great Threat
And Great Danger.”” This grim announcement
was followed by statements from Lt Gen Ed
Anderson, deputy commander in chief of U.S.
Space Command, pointing out that “I will tell you
that if there’s anything that keeps me awake at
night, more than any of the other things we do,
it's cyberspace.” According to Lt Gen Anderson,
from 1998 to 1999, there was a five-fold increase
in detected instances of “hacking’ into unclassi-
fied military networks. In 2001, there were close
to 30,000 instances detected, and over 40.000 in-
stances are expected in 2002.

What does this mean to you in the field? Each
of us, whether attorney, paralegal, or civilian em-
ployee, carry an obligation to do our part to pro-
tect information and systems we use. The con-
cept of information security means that data en-
tered into or retrieved from a computer will be



accessed only by those authorized to do so. Es-
sentially, it requires keeping the bad guys out and
letting the good guys in.

Now, particularly after September 11, with the
desire of third parties to gather as much informa-
tion and cause as much disruption against the U.
S. as possible, the need for information security is
greater than ever. Some huge businesses as well
as government agencies have fallen victim to se-
curity vulnerabilities over the last few years and
have shored up their systems as a result. Al-
though you may think nobody would care about
accessing your computer based on your relatively
low-level position in an office rather than at the
“tip of the spear,” that is precisely the reason you
are a likely target: complacency.

Our field of work has additional responsibilities
for information security based upon legal and
ethical considerations that should not be ignored.
For instance, attorneys and their staff have an ob-
ligation to keep client confidences and secrets se-
cure.

Many simple, proactive steps can be taken by
each of us to ensure information security on a
day-to-day basis. For instance, at every military
legal office, security begins with properly secur-
ing the premises and ensuring each workstation is
protected from unauthorized access or removal.
Protecting programs and data against virus at-
tacks through up-to-date software is also essen-
tial. In addition, vital work product should be
backed up frequently to supplement a strong con-
tingency plan you enact, should any security
breach occur.

Currently, many safeguards exist for military
legal professionals to protect them from unau-
thorized disclosure of information. These include
password protection, antivirus programs, fire-
walls, secure remote servers, and web browser
security. However, you control many other po-
tentially susceptible areas that need continuous
vigilance, such as email traffic.

Information centralization and integration is a
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key ingredient to successful legal practice in the
military. You are on the cutting-edge of techno-
logical innovation, receiving the newest develop-
ments of information access. However, informa-
tion security is an area where a high degree of
awareness and protection is absolutely essential
to prevent creating a situation where our reliance
upon technology becomes our downfall. We
should all take steps to proactively keep informa-
tion access a powerful, effective, and safe tool for
legal professionals today and in the future.



Common sense dictates that you don’t tell a
chef that he is an embarrassment to his profession
before you place an order for your meal. Com-
mon sense should also discourage you from
standing in front of the restaurant’s clientele and
personally insulting the cook—especially if the
chef runs the only restaurant in town. The same
admonishment holds true if the chef is also your
next-door neighbor and you two will spend your
entire lives in each other’s proximity. The reason
you don’t insult your neighbor chef, before you
place your order, at the only restaurant in town, is
simple: your future experiences with him or her
may become knowingly, or unknowingly, unpal-
atable.

The wisdom that discourages one from in-

ethical attacks against one another are, for at least
ten reasons, as unwise as insulting your chef be-
fore your meal is ordered.

Three years of little sleep, lots of stress, and
constant adversity can certainly strain human re-
lationships; however, three years of circuit work
forged a strong friendship for both of us. Hartsell
was a tenacious prosecutor while Flood was a
zealous defense counsel and the clashes in the
courtroom were often of Olympian proportions.
No one who witnessed our trials could ever ac-
cuse us of shying away from battle; however, no
one who witnessed our friendship could ever ac-
cuse us of taking trial work personally. Each and
every case was relentlessly pressed by both of us

and even though-l%aﬁseﬂ—w&ﬁhe—beﬁe&—hhg&ter

sulting their chef is sometimes lost in our adver- Fioodmsthe beller hifigator. . we fought in the

sarial justice system. Our system can involve
competition, stress, conflict, and even despera-
tion. It can also involve strong personalities and
heated conflict. Nonetheless, our adversarial
system does not force adversaries to openly insult
each other. An adversary who personally attacks
his or her opposition generally does it publicly
and consciously, and when the attacks occur they
are often without any regard for the ultimate con-
sequences. This brief article is a simple effort to
remind litigating judge advocates that personal

courtroom, we maintained professional and per-
sonal respect for each other.

Our epic battles and continuing friendship are
a testament that warriors can shake hands. In
fact, when combatants respect each other and fol-
low a code of professionalism, justice runs
smoother and faster and it can be more readily
achieved. For these reasons, we decided there
must be some lessons learned, or at least wisdom
collected, that we can pass along to young (and
even experienced) trial counsel and defense coun-
sel who are seeing their professional relationships
becoming strained or who might believe that the
“E” (ethics) bomb is a weapon to be used as often
as an evidentiary objection. Thus, we have
worked together and compiled a list (yes, there
was a plan between the two of us followed by an
overt step to fulfill that plan) of the:

'reat Each Other Protfessionally

10. So you can spend your effort on your case,




not on tit for tat. Time spent trying to embarrass
your opposition is time lost preparing or present-
Ing your case.

9. How do you want your own mistakes to be
perceived? Sometimes legitimate mistakes are
wrongly construed as sneaky or unprofessional
tactics. If you routinely label all of your oppo-
nent’s mistakes as unethical behavior you’ll soon
find yourself subject to the same exaggerated
scrutiny. Try to give fellow attorneys the benefit
of the doubt; remember, you’re not perfect and
when you make mistakes you will want to be
given the benefit of the doubt.

8. So your zeal does not overtake your common-
sense. Many times you will develop a passion for
your case and passion is not necessarily a bad
thing; however, don’t let your excitement for a
case weaken your everyday commonsense.
While working on a case, do your best to care-
fully examine what you are going to say, what
you are going to do, and what you are going to
submit to the court (and to the world) before you
do it; make sure your actions are grounded in
logic and not emotion.

7. It’s required. TJIAG Policy Letter #40 says, in
part, “We will treat all participants in the legal
process with respect ... [w]e will not, even if
called upon by a client to do so, engage in offen-
sive conduct directed toward other participants in
the legal process, nor will be abuse other such
participants in the legal process.” Moreover, you
are both Air Force officers, don’t neglect to act
like one.

6. JAGs today, JAGs tomorrow. You joined the
Air Force JAG Department for the esprits de
corps; don’t forfeit the camaraderie that makes
the career appealing.

5. So you can break bread and not each other’s
reputation. When the dust from the trial settles,
when you have a little time, and when it is appro-
priate for you to be seen together, share a meal.
Eat together and talk as friends. It might be a lit-
tle awkward for the first fifteen to thirty minutes
(if there’s been a massive battle), but then the

walls come down and the laughter and the war
stories begin to flow. Meals with your comrades
are some of the best you’ll ever enjoy. Make the
effort!

4. So you can look maahvelous. You can make
each other look like litigating professionals or
make each other look like bickering fools: your
choice.

3. Enough people hate lawyers, you don't have to
make it worse. Try not to encourage or continue
the disdain that some members of the community
have for attorneys. In fact, if you, in the heat of
the battle, are the one defending the character of
your opposition, folks may begin to understand
that it really is our job and it isn’t ever personal.

2. Quid pro quo (i.e. what goes around comes
around). If you start calling state bar associa-
tions, you’d better be prepared to get a call from
yours.

L. You may just increase the number of your life-
long friends by a factor of one.

(JEH) By following these top ten reasons you
can ensure you will always win your cases and
still look good.

(JBF) On the contrary, by following these rea-
sons you can always ensure acquittals and still
look good.

(JEH) Major Flood, I think you missed the learn-
ing point, why don’t you come visit me tomorrow
when I put on a lesson on “how to prosecute a
case and win™; it will in be your courtroom.
Don’t be late.

(JBF) T'll be there, you won’t miss me, I'll be the
one with an actual case.

(JEH) Case? Try suitcase, I hope your client
packed his prison bag. He’ll need about five
year’s worth of clean undershorts.

(JBF) You’re as amusing as your so-called evi-
dence.



(JEH) That ain’t amusing, this is amusing:
knock, knock?

(JBF) Who's there?
(JEH) Dishonorably discharge.

(JBF) I'm not even going to answer that one.
I’'m just trying to defend America’s defenders.

(JEH) Yeah, when your client stole those CDs
from his roommate, exactly what part of America
was he defending?

(JBF) Are you hungry?
(JEH) I'm starved.
(JBF) Okay, let’s go to the club, I'll drive.

(JEH) You’ll drive? Oh no granny, I'll be driv-
ing.

(JBF) Better let me drive Mr. Prosecutor, driving
requires you to have your eyes open to the world
around you.

(JEH) Oh reeaaally! Actually, we should proba-
bly take separate cars and let’s eat somewhere off
base.

(JBF) Good point Amigo.

Well, as you can see, old habits are a little
hard to break. However, we are convinced that
that treating your opponent in a professional man-
ner at all times will pay big dividends for you,
both professionally and personally, without com-
promising the integrity of your respective side of
the case. In fact, if you are concerned your ad-
versary has, or may soon, cross “over the line”
then tell them. Do it nicely. Approach them, ask
to speak with them privately, and raise your con-
cerns respectfully and genuinely. Odds are, the
problem will get resolved, collegiality will be
maintained, and accusations won’t be unnecessar-
ily injected into a court transcript. Then you can
focus on your work. It’s not necessarily easy to

be civil and professional all the time, but you’ll
expend the right effort for the right reason and
arrive at the right relationship with your adver-
sary. Adopt that as one of your goals for each
case and put it into practice, following the old ad-
age, “fight hard, but fight fair.” We think you

will be glad.. 5appy~ .pleased that you did.



THE PARALEGAL LITIGATOR:
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A New Perspective on the Claims

MSet Layne P. Berryhill

Who has the most successful litigation record
in your office? It might be an enlisted member
working in claims. If the definition of “litigation”
includes arguing a case or advocating for a client,
then a paralegal working in carrier recovery
claims probably does more litigation on a daily
basis than anyone else in the legal office. The
purpose of this article is to help claims personnel
significantly increase their carrier recovery rates
by approaching claims from a different perspec-
tive. The article will address a claims philosophy
that may be new to most readers and identifies the
elements required to support every carrier recov-
ery claim ever asserted. This new philosophy
coupled with effective use of the elements can
drastically improve carrier recovery.

The common claims philosophy is simply,
pay the claimant, and then fight the carrier for the
money later using whatever information the
claimant provided at the time of submission of
the claim. There is a better way. Looking at a
claim the same way that a military justice case is
examined can assist claimants in obtaining every
dollar due to them for their meritorious claims
and can increase carrier recovery rates at the same
time. When a First Sergeant or commander
comes into the military justice office with some
facts about an individual suspected of a crime, the
paralegal or the attorney refer to the Uniform
Code of Military Justice and look up the elements
of the offense. If the facts support the elements,
the legal office can recommend and support a dis-
ciplinary action by the commander. The same is
approach can be applied to every claim, or for the
purpose of this article, each case.

To assert a case against a carrier for loss or
damage incurred during a household goods move,

the office making the assertion must ensure the
elements of liability have been met. The ele-
ments to establish a prima facie case against a
carrier are: 1) items must be tendered to a carrier
in a certain good condition, 2) the item is not de-
livered or delivered in a more damaged condition,
and 3) an amount of loss or damage.' 1t is not
enough to know each of the elements; one must
understand what they mean and how to establish
them.

There are many ways to establish the first ele-
ment of tender. The primary method listed in the
Military/Industry Memorandum of Understanding
(MOU) on Loss and Damage Rules for HHG
Shipments, dated 24 January 1992, is the inven-
tory as prepared by the carrier. The inventory de-
scribes the condition of the item at the time the
carrier took possession of it. This is a great docu-
ment for those items specifically listed on it, but
what about the items not specifically listed? The
inventory does not list every item from a house-
hold; many items are packed into boxes. Figu-
rines, vases, or mantle clocks could be packed in
a box listed on an inventory as “living room,”
“knick-knacks”, “glassware” or another non-
descriptive way. Crystal, Pyrex ®, or even a
small television that was kept in the kitchen could
be listed on the inventory in a box simply labeled
“kitchen plates.” What evidence can be used to
establish tender of such items? The answer lies
with the claimant who is the “investigator” to
gather the evidence against the carrier. As the
individual with the most knowledge of the prop-
erty, and how it was handled, the claimant is the
best source to establish tender. A simple hand-
written statement by the claimant, establishing the
facts of where the items were in the home and
how they were packed, could be the proof needed
to establish the first element of the case. If the
claim is for items not on the inventory or items
which do not bear a “reasonable relationship™ to
the carton or container they were packed in, a



statement of facts from the claimant could estab-
lish your tender element. For example, it would
not seem normal to have a television in a kitchen
in a box labeled “Cutlery”, but a statement from
the claimant explaining how the television was
next to the cutlery block when the kitchen was
packed could provide powerful proof of the ten-
der.

Another significant tender issue involves
electronic items. The carrier will almost always
list an electronic item as “mechanical condition
unknown,” (MCU) whether it is a computer, ste-
reo, or electric mixer. This is one of the easiest
issues to overcome and often the most neglected.
To establish tender for an electronic item, the
claimant can provide a handwritten statement on
the condition of the item immediately prior to
shipment. For example, a statement such as “the
carrier watched Jerry Springer on my 27-inch
television while packing my living room, and
when the television was unpacked it did not
work”, would establish the tender element.

The second element, loss or damage, is some-
what easier. The primary document to to prove
that loss or damage has occurred for which repa-
ration is expected is the Joint Statement of Loss
or Damage at Delivery, DD Form 1840 at the
time of delivery, and the 1840R after the date of
delivery. The MOU requires that the carrier be
provided proof of the loss or damage via the
1840/1840R within 75 days from the date of de-
livery. The 1840/1840R, also known as the pink
form, should list the name of the item, the inven-
tory number, and a general description of the loss
or damage. It is imperative the 1840R 1s dis-
patched properly and in a timely manner. Dis-
patching the 1840R against a carrier under a Gov-
ernment Bill of Lading (GBL) shipment is ac-
complished by sending it the carrier listed in
block 9 of the DD Form 1840. For local moves
under the Direct Procurement Method (DPM) or
other contractual provisions, the form is sent to
the carrier listed in block 15¢ of the 1840. Blocks
2 though 4 on the DD Form 1840R must be prop-
erly filled in, including signing the form. It is also
very important to fill in the Date of Dispatch,
block 3b. If in doubt of the type of shipment,
GBL, DPM or other, dispatch the form to both of
the carriers listed on the DD Form 1840.

Further proof of damage can come through an
inspection of the damaged property. The base
legal office can only support the assertion for
damage when it confirms the damage claimed is
truly different than the damages listed on the in-
ventory at the time the goods were tendered.”
This is a critical step in developing the case, but
often times it is overlooked.

Another source for proof of damage can
come from experts. For example, a statement
from the expert in computer repair that a nor-
mally sturdy internal component has been dam-
aged and the cause of the damage was rough han-
dling can be compelling.

The third and final element in establishing the
case against a carrier is to establish the dollar
amount of loss or damage. When an item is lost,
the replacement cost should be the current market
value for the item. The Defense Office of Hear-
ing and Appeals (DOHA) has stated that, gener-
ally, that when settling a claim for loss or dam-
age, a common carrier by motor vehicle of house-
hold goods shall use the replacement costs of the
lost or damaged item as a basis to apply a depre-
ciation factor to arrive at the current actual value
of the lost or damaged item.” There are many
sources for finding a current replacement cost,
such as the Base Exchange (BX). Depending on
the size of the installation BX, this could be the
best and easiest source to use for replacement
costs.

Another alternative is to consider whether the
item requiring replacement could be ordered
through a catalog. Every claims office should
have a library of current catalogs, including a BX
catalog, which could be used to support a dollar
amount claimed.

When repair estimates are to be used as the
basis to establish a dollar amount of damage, the
claimant should be encouraged to obtain very
specific information from the repair experts. For
example, the furniture repair estimate that con-
tains one line item “refinish table” and an esti-
mated cost is less substantial that the one which
identifies the table as a particular type of wood
with a large scratch across the top of the table
which appears to be new and will require a com-
plete refinishing of the table top.

The bottom line in establishing your amount



of loss or damage is leave out the unknown and
use hard evidence, not speculative evidence.
When all the evidence has been gathered to sup-
port the elements of the case against the carrier, it
1s time to present the case to the carrier.

When presenting the case against the carrier
(commonly known as the “assertion™), the carrier
must be provided with all the evidence, very
much like discovery in a military justice case.
The bottom of the assertion letter should include
a list of all the attachments being sent. This
should prevent the carrier from requesting docu-
ments already sent. If there is an issue in the case
where there is the potential for the carrier to argue
liability, then the assertion should address the is-
sue up front. Let the carrier know why they are
liable for a particular item. Ifa carrier has a repu-
tation for repeating making the same arguments,
then the assertion should address the argument
before the carrier can make it. For example, if a
carrier constantly argues the MCU issue, then the
assertion letter should provide all the information
to overcome the carrier’s argument before it
made. It is more powerful and better time man-
agement to be proactive. Make the arguments
strong by using the MOU, the inventory, and
DOHA decisions as much as possible. The argu-
ment with the carrier must be based on facts and
the law governing liability, not on opinion or con-
Jecture. By knowing the elements and proving
them in every claim, the collection ratio will in-
crease.

Paralegals in the claims office working car-
rier recovery are true litigators for the Air Force
and their efforts provide benefits to the Air Force
and its members. The Air Force must pay merito-
rious claims to its members and has a subsequent
duty to recover funds from carriers for the loss or
damage to personal property. Putting together a
successful case puts more money in the pockets
of both the claimant and the Air Force.

' Missouri Pacific RR Co. v. Elmore & Stahl, 377 U.
S. 134 (1964).

? Claims Case No. 97062427, DOHA, (July 15, 1997);
See 49 C.F.R. 1005.5(b)
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FROM THE EDITOR:

Have you worked an interesting issue in a recent court-
martial?

Have you found a great technique or approach that could
help other base level attorneys or paralegals?

Do you have an idea that you’d really like to share with
the rest of the JAG Department ?

Write a short article about it and submit it to The Reporter!

The Reporter is always looking for informative and/or
thought-provoking articles of interest to base level attor-
neys and paralegals. Send your submissions to The Re-
porter, CPD/JA, 150 Chennault Circle, Butlding 694, Max-
well AFB, AL 36112,
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